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- Objective:
  1. Find defensive strategies against attacks.
  2. Find malicious users in the network.
Active Attacks

- Attacker uses browsing history sniffing.
Active Attacks

- **Attacker** uses browsing history sniffing.
- **Victim**’s social media activity is used.
Active Attacks

- **Attacker** uses browsing history sniffing.
- **Victim’s** social media activity is used.
- **Attacker** sends queries to de-anonymize the **victim**.
Active Attacks

- **Attacker** uses browsing history sniffing.
- **Victim’s** social media activity is used.
- **Attacker** sends queries to de-anonymize the **victim**.
- **Attacker’s** goal:
  1. Maximize reliability.
  2. Minimize number of queries.
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4. Effective defensive strategies?
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- **Improved Strategy**: 
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Query types:

1. UID: Ask if the unknown victim $u_J$ is user $u_i$ in the network.
2. CM: a CM asks if the victim $u_J$ is a member of the group $r_j$.

**Naive strategy:** Query all users in the social network.

**Improved Strategy:**


1. Query all group memberships.
2. Intersect groups and query users.
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- Previous efforts: ad-hoc strategies without performance analysis.
- Our work:
  1. Unifying statistical framework for devising and analyzing active attacks.
  2. Propose new attack strategies for active deanonymization.
  3. Analyze the asymptotic performance of the new strategies.
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- The social network groups are modeled by a bipartite graph.

\[
\begin{align*}
\text{Users} & \quad \text{Groups} \\
\quad u_1 & \rightarrow \quad r_1 \\
\quad u_2 & \rightarrow \quad r_2 \\
\quad \vdots & \quad \quad \quad \vdots \\
\quad u_{m-1} & \rightarrow \quad r_{n-1} \\
\quad u_m & \rightarrow \quad r_n
\end{align*}
\]

- A bipartite graph \( g^0 \) consists of a triple of sets \((\mathcal{U}^0, \mathcal{R}^0, \mathcal{E}^0)\).
- The user set \( \mathcal{U}^0 = \{u_1, u_2, \cdots, u_m\} \).
- The class set \( \mathcal{R}^0 = \{r_1, r_2, \cdots, r_n\} \).
- The set of edges is denoted by
  \[ \mathcal{E}^0 \subset \{(i, j) | i \in [1, m], j \in [1, n]\} \].
- We assume a random graph edges have the same distribution.
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- Each edge is sampled independently under identical noise.
- **Online phase:** attacker queries the victim’s browser history.
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Attacker’s Model

- **Offline phase**: attacker scans the network to get $g^1$.

- Each edge is sampled independently under identical noise.

- **Online phase**: attacker queries the victim’s browser history.

- We assume noisy responses to queries.
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Objective

- We assume that the user index is chosen uniformly from the set $[1, m]$.
- We consider zero-error deanonymization.

Definition

The minimum expected queries is defined as

$$
\bar{Q} \triangleq \min_{x_t, t \in \mathbb{N}} \mathbb{E}(Q),
$$

where $x_t$ is the query function at time $t$.

- Objective: characterize $\bar{Q}$ given $P_{Z|Y}$, $P_{E_0}$, $P_{E_1|E_0}$, $m$ and $n$.
- Trivial bound: $\log m \leq \bar{Q} \leq \frac{m}{2}$.
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- If number of CM queries $n' = \frac{1}{\lambda} \log_2 m$, then
  \[ \mathbb{E}(Q_{CIS}) \leq \frac{1}{\lambda} \log_2 m + O(\sqrt{\log_2 m}), \text{ where } \lambda \text{ is constant in } m. \]
- Applicable when $n$ grows at least logarithmically with $m$.
- Example: Facebook social network.
  1. Number of Users $\sim 2$ billion.
  2. Number of groups $> 600$ million.
  3. Logarithm of number of users $\sim 30$.
  4. Expected number of queries $\mathbb{E}(Q_{CIS}) \sim 300$. 
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- Assumptions:
  1. Attacker has noiseless access to network graph.
  2. Query responses are noiseless.

- Use maximum a posteriori probabilities.

- **1st Step:** attacker sends CM queries for a subset of size $n'$ of the groups.

- **2nd Step:** the attacker sorts users using the all of the signature vector.

- **3rd Step:** the attacker sends additional UID queries and finds the user index.

- Results in improved bounds on the logarithm’s coefficient.
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2nd Step: attacker finds the user indices which have signatures which are jointly typical with the received vector.

3rd Step: attacker sends additional UID queries for jointly typical users.

4th Step: If user index not found, repeats the process for new CM queries.
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- **1st Step:** attacker sends $n' < n$ CM queries for a subset of the groups.
- **2nd Step:** attacker finds the user indices which have signatures which are jointly typical with the received vector.
- **3rd Step:** attacker sends additional UID queries for jointly typical users.
- **4th Step:** If user index not found, repeats the process for new CM queries.
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The TSS strategy

\[ E(Q_{TSS}) = \left(n' + m 2^{n'(I(U;Y) \pm \epsilon)}\right) \left(\frac{n' \epsilon^2}{n' \epsilon^2 - 1}\right) + \frac{m}{(n' \epsilon^2)^l}, \quad (1) \]

- For \( n' \triangleq \frac{1}{I(U;Y)+\epsilon} \log m, \quad \epsilon \triangleq n' - \frac{1}{3} \) and \( l \triangleq \frac{\log m}{\log n' \epsilon^2} \), the inequality

\[ E(Q_{TSS}) \leq \frac{1}{I(U;Y)} \log m + O(\log^{\frac{2}{3}} m) \]

holds.
Conclusion

- We constructed an information theoretic framework for the active deanonymization problem.
- Showed the number of queries grows logarithmically with $m$.
- For the noiseless scenario, the bound on the performance is tight.
We constructed an information theoretic framework for the active deanonymization problem.
Showed the number of queries grows logarithmically with $m$.
For the noiseless scenario, the bound on the performance is tight.

**Future Directions:**
1. Improvements using information thresholds.
2. Non-equiprobable user indices and edge probabilities.
3. Noise model which is correlated with the user-class pair.
4. Multiuser deanonymization involving several websites and users.
5. Test results on data sets from available social networks.
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